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1.  9 FAM Appendix on naming conventions and sharing across agencies

Since 9 FAM Appendix F, Section 500 (Guides on Proper Names and Name Citing) has been removed from the Department of State Web site members are concerned with proper name citation especially in light of the move to SEVIS II.  NAFSA understands that SEVP is on the verge of new guidance on naming conventions, and that it has worked with DOS to ensure inter-agency consistency in guidance concerning names. Is DOS working in partnership with SEVP on this new guidance?  Will DOS take part in the dissemination of the new guidance?

The naming conventions section has been removed from the FAM for public viewing due to security concerns. DOS and SEVP representatives recently met to discuss naming conventions in relation to SEVIS II. We use the exact name as it appears on a passport for visa processing. However, based on the meeting we recently had with SEVP, we understand that this can lead to problems (for example, the SEVIS record problems for students with special characters in their names).

NAFSA asked if DOS and SEVP could work together to revise naming conventions. 
DOS will consider sharing the internal portion of FAM with SEVP so that they can develop their naming guidance based on it. 

SEVP is working on creating a unique identification number for SEVIS II. This may eliminate some of the current naming issues. We are aware that there are some challenges in aligning our processes; however, we recognize the importance of the project and will continue to collaborate with SEVP.  
DOS declined to comment on the timeline for the naming conventions guidance SEVP mentioned at the 2010 Annual Conference.  

2.  Confirming validity of consular emails to students

There has been an increase in membership reporting that international students have been contacted directly by consular posts (one example below). We understand from an earlier call that it is possible to verify if the email address is legitimate by checking for the state.gov domain in the email address and that DOS conducts validation studies to check on whether visas have been properly issued. However, students don't often feel confident as to where the emails are coming from and how to respond, especially where the email is sent from a “summer intern,” as in the example below. 

From: Smith-Sreen, Sasha [Smith-SreenS@state.gov]
Sent: Sunday, June 13, 2010 10:06 PM
To: ABC123@aol.com;
Subject: VISA Check Up

Dear madam,

I am contacting you on behalf of the U.S Embassy. We had issued you a VISA in 2007 and we were curious on your status. It is essential for you to answer our questions.

One: Whether or not you have returned to Sri Lanka?                                               
Two: If not, why is that?
If you could simply answer the above two questions it would greatly help us. Thanks for your co-operation.

 Sasha Smith-Sreen (Male Summer Intern)
 Consular Section
 U.S Embassy

We expect consulates to have effective fraud management and prevention programs. In an effort to prevent visa fraud and to get a better understanding of visa usage, a consulate may conduct validation studies in which a student might be contacted directly for additional information.  This information helps consulates determine, among other things, who has returned to her/his home country after a student programs in the US.  I can see how the message mentioned above from a “male summer intern” might have raised questions, and clearly the request might have been better communicated, but email is often the most effective and efficient way to communicate such information.    
DOS acknowledges the security and authenticity concerns NAFSA members have raised regarding such email messages, and we will make an effort to better communicate such requests for information, including an explanation of the need for the information, so that students will know the email was sent from a legitimate source. This is a situation in which a written Standard Operating Procedure would be invaluable.
NAFSA suggested that if emails of this nature could be standardized, it may make them look more authentic. DOS agreed to contact posts to see if that is doable.
3. Guidance on Mantis clearance validity no longer available

DOS Cable UNCLAS STATE 025204 (02/11/2005) is no longer available on the DOS web site, and the FAM section that cable modified (9 FAM Appendix G) has also been removed. Likewise, the reciprocity tables no longer contain information on security clearances for each country.

· Why has this information been removed from the web site?

· Is it being revised?

· Will it reappear on the web site in the future?

· Can you confirm that the general Visas Mantis clearance validity period continues to be the following:

· F students, for the duration of the academic program to a maximum of 4 years

· H, J, and L visa applicants, for the duration of their approved activity to a maximum of 2 years

· B visitors, for one year provided the purpose of the visit to the US has not changed

It is not clear why the information was removed, but we will check. 

4.  Current security clearance processing times

Members have reported a more pronounced increase in processing times for visa delays building up to the beginning of many schools’ fall terms. Can DOS comment on current security clearance processing times?

The backlog was due in large part to the dramatic increase of applications DOS has received. For example, posts in China have seen a dramatic increase in visa applications, including increases of up to 25% in student visa applications at some posts (visa application statistics should be published soon). Mantis clearance processing slowed to 30 days or even longer. With approximately 2,000 cases pending in August, DOS worked with its interagency partners to institute a backlog reduction project, which resulted in elimination of the backlog by the end of August. DOS requested that CBP exercise its discretion concerning students arriving late due to visa delays (CBP then broadcasted message 1008-02 on September 1, 2010 to all PDSO/DSOs providing guidance on such delays).  We are also making efforts to minimize false positive “hits” to expedite the security clearance process. 

5. Kentucky Consular Center Audit of Nonimmigrant Visa Petitions, Including Unannounced Telephonic Contact of Employers

Can you confirm that the Kentucky Consular Center is conducting audits of nonimmigrant visa petitions as described in this AILA InfoNet summary:

 AILA InfoNet Doc. No. 10082634 (posted Aug. 26, 2010)
 The Department of State (DOS) Visa Office has confirmed at the March 24, 2010, AILA/DOS Liaison meeting that the Kentucky Consular Center (KCC) has commenced verification of information contained in nonimmigrant visa petitions received from the U.S. Citizenship and Immigration Services (USCIS) (AILA InfoNet Doc. 10072868). Verification of information includes telephonic contact with petitioners related to factual aspects contained in the petition.

 Background:
On November 17, 2007, DOS instructed consular posts that they must verify the details of approved NIV petitions through the Petition Information Management Service (PIMS) via the Consular Consolidated Database (CCD). Consular officers access the details of approved nonimmigrant visa petitions through the CCD in a PIMS report, which links an approved petition to a base petitioner record allowing superior tracking of NIV petitioner and petition information. The electronic PIMS record created by the KCC is the primary source of evidence used by consular officers to determine nonimmigrant visa (NIV) petition approval. In addition to the information submitted by the petitioner on the I-129, many of the PIMS reports also contain information from DOS’ Fraud Prevention Unit (FPU). The FPU performs research on petitioners, and as part of a pilot project, the FPU, on a random basis, verifies factual aspects related to the beneficiaries and their proposed U.S. employment.

Petitioner Reviews:
AILA has been advised that lack of information on the petitioner in the USCIS Computer Linked Information Management System (CLAIMS) system has resulted in DOS’ decision to create a base petitioner record as part of the PIMS report for all first time petitioners. To create this base petitioner record, the KCC verifies petitioner information contained in the petition including, but not limited to, review of the company website, company contact information, and use of Google earth to confirm that an office exists in an appropriate physical location. Once the base petitioner record is complete, the KCC will not normally re-verify the petitioner information for two years.

 Beneficiary Reviews:
The DOS has also informed the AILA DOS Liaison Committee that the KCC has initiated a pilot program for verifying information related to beneficiaries and proposed U.S. employment. These checks are completed at random and are primarily completed through telephonic contact with petitioners. The telephonic contact by KCC is unannounced and should be anticipated to occur shortly after the petition is transferred to the KCC from the U.S. Citizenship and Immigration Services.

 Once the review is completed, the findings of the beneficiary review are normally finalized within two days and available to consular officers. Consular officers are instructed to review the report, question the beneficiary regarding any discrepancies, and request that the KCC correct any information if a finding was in error. If the discrepancies were not in error, the consular officer will provide additional information to the KCC to update their report to include any additional incriminating evidence discovered during the course of the nonimmigrant visa interview.

The FPU has designated 15 contractors who have been authorized by the DOS to conduct these telephonic beneficiary reviews with petitioners. These contractors are authorized to contact the Petitioner and may request to speak to an authorized official. They will then ask a series of questions verifying certain information contained in the approved nonimmigrant visa petitions.

 These include, but are not limited to:

1. Whether the petitioner, in fact, submitted the petition;
2. When was the petitioner incorporated;
3. Where was the physical location of the petitioner;
4. Number of employees;
5. Names of shareholders;
6. Location of Attorney of Record;
7. General information regarding the petitioner’s operations and business plan.

The Kentucky Consular Center (KCC) is a very large facility conducting a variety of operations, including screening petitions for fraud and ineligibility. In order to determine if the petitions are legitimate as well as to streamline the visa process, the Fraud Prevention Unit at KCC conducts a screening process that may include, but is not limited to requesting additional information about petitioners and beneficiaries by telephone.  

Previously overseas posts conducted such processes, but time differences and technical issues could make these extremely challenging. As a result, KCC has been charged with conducting such verification processes. We can probably anticipate that cap-subject H-1B petitioners and L petitioners will receive most of the contacts from KCC, so we don’t anticipate that university petitioners will be greatly impacted by the process.
6. NAFSA 2011 Annual Conference - Vancouver, BC

The Travel Subcommittee has proposed a variety of conference sessions and workshops for the Annual Conference in 2011 including the half-day travel workshop, a consular visit/tour at the US Consulate in Vancouver, and more. The conference will be held May 29-June 3. We hope that you will be able to join us!

We appreciate the opportunity to participate in your conference and host your members for tours.  The Vancouver post is aware of the conference as is our Public Affairs office. DOS will make every effort to participate in the conference and accommodate your requests for tours, given the fact that some access restrictions may apply and might, for example, limit on the number of participants we can host for tours.     

7. Are there any changes proposed to the current DS-160?

Oh yes! Since the worldwide implementation of DS-160, we have received over 100 configuration suggestions from the field to make the form work better for all visa classes. After the review of these suggestions, 14 pages of changes (such as wording “Place of Birth” instead of “Country of Birth”) were submitted to OMB for review. We were hoping to release the upgraded DS-160 sooner, but it will probably be available around the end of January 2011.  

In terms of the worldwide implementation of the DS-160, most posts are now using it almost exclusively with a few exceptions (such as Cuba) mostly due to internet connectivity issues. Some posts have reported that some web browsers (such as Firefox, IE, and Safari) work better than others (Chrome, for instance). However, we haven’t seen any major issues in the last couple of months.

DOS is trying to implement a ‘Recover and Reopen’ process, which allows applicants to go back into their application if they lose connectivity or are missing some information. It also allows posts to reopen and return applications containing some errors to applicants so that they don’t have to start the process all over again. This should save applicants and posts time, and across our posts worldwide will increase efficiency dramatically and save vast amounts of time. The DS-160 technical improvements will be released by the end of September 2010. 

